CHART 1.1

Internet Content Delivery Marke:.: Market Segmentation (U.5.), 1999
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SuMMARY OF Major FINDINGS

Market Growth, Opportunities, and Total Forecast

= Figure t-1 iliustrates market revenues for the U.S. Internet content delivery market. In 1999,
this market generated revenues of approximately $408.7 million, which was an increase of
186.2 percent over 1998. The primary drivers for the U.S. content delivery marker include
the following:

m  Content delivery solutions offer improved performance, reliability, and scalability
u  Content delivery solutions eliminate congestion points on the Internet

® High-speed solutions allow efficient delivery of rich content

& Content delivery solutions assist in optimizing bandwidth from expensive locations

3  Content delivery solutions provide a value-added service
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FIGURE 1-1

Total Interner Content Delivery Marker: Revenue Forecasts {U.S.), 1996-2006

Revenue

Revenucs Growth Rate

Year {$ Billion) (%)
1996 — -
1997 0.04
1998 0.14 142.4
1999 a.4l 186.2
2000 .91 123.8
1001 1.34 ’ 100.9
2002 3.22 75.2
2003 . 5.09 58.1
2004 7.23 42.%
2005 9.1 27.4

Compound Annual Growth Rate (1999-2006): 59.9%

Note: All figures are rounded; the base year is 1999. Saurce: Frost & Sullivan

Although the U.S. content delivery market is currently in the development stage and shows

signs of growth, the following restraints may hinder the industry’s progress:

Implementing a content delivery sclution require various skilled personnel thar are short
in supply

Undetected system errors endanger customer relationships
Customers hesitate to adopt the solution due to the varjety of products and services

Technical constraints within broadband rechnologies affects the adoption of content
delivery solutions

Difficulty in forging alliances endangers market growth

Analysis by Major Segment

Figure 1-2 presents the percent of revenues by vertical segment for the U.S content delivery

market.
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FIGURE 1-2

Total Internet Content Delivery Market: Percent of Revenues by Product Type (1G.5.),

1996-2006
Services Caching IT™M
Year (%) (%) {%)
1996 0.0 c.0 0.0
1957 c.0 4.3 95.7
" 1998 ©.0 4.7 753
1999 .7 43-1 55-2
2000 1.5 §2.0 46.5
1001 1.8 59.3 38.8
,_: 1002 3.4 6r.5 15.1
: 2003 ) 4.6 63.1 32,3
2004 6.4 62.3 31.2
2008 8.7 61.2 30.1
2006 II.3 $8.7 30.1

Mote: All figures are roundzed: the base year is 1999, Source: Frost & Sullivan

U.S. INTERNET CONTENT DELIVERY SERVICES MARKET

. In 1999, the U.5. content delivery services marker represented 1.7 percent of the toral
: market’s revenues. Content delivery services companies generated an estimated $7.¢ miilion.
By the year 2006, content delivery services revenues are projected to reach $1.22 billios and

its revenue growth can be attributed to the following reasons:
@ m  Content delivery services solve inherent Internet problems
m  The increase in Internet business applications requires reliable services

@ Demand for real-ime data distribution leads to a rise in usage of streaming and
multicasting technologies

The U.S. content delivery services market’s growth can be hindered due to the following

LI

restraints:
®  Storing streaming media in distributed servers increases expense for content providers
®  Short market history hinders wide scale adoption

a  Content Delivery Networks Do Net Address Corporate Policy and Privacy Issues
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U.5, INTERNET CONTENT DELIVERY INFRASTRUCTURE MARKET
______'____._————"-—-._J
- ..
In r999, the U.5. content delivery infrastructure market generated revenues that amounted to

N

approximately $401.7 million, This figure represents 98.3 percent of the total market’s reve-
nues of which 43.1 percent of revenues can be attributed to the sales of caching solutions and
§5.2 percent can be attributed to the sales of traffic management products. By the year 2006,
U.S. content delivery infrastructure revenues are projected to reach $9.68 billien. This
revenue growth can be attributed to the following drivers:

m  Growth in Internet users increases demand for products

m  The increase in web sites fuels the need for intelligent content delivery infrastructure

solutions
®m  Products enable rapid integration of content delivery services for service providers

& Market growth within the U.5, content delivery infrastructure segment can be impeded by the
“ following restraints:

& Some products require additional engineering which inhibits wide scale adoption
®m  Successful history from competing products hastens adoption of caching appliances

w Centralized products require constant upgrades which complicate network

administration

Competitive Analysis

In 1999, there were ove@ active market participants in the U.S. content delivery market.
Companies in this industry consisted of networking vendors, system integrators, and start-

ups focused on content delivery solutions. Key competitive factors include:

m  Provide a content delivery solution that can handle all types of data such as static Web

content, audio, and video
m  Market participants must be able to adapt to rapid technological changes

®m  Product offerings must be scalable

Technologies

The deployment of wireless technologies for portable devices is expected to be a trend that
could affect the growth of the content delivery services market. Since wireless device usage is

expected to grow, the .demand for content delivery solutions within these devices is also
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anticipated to rise. Market participants must pay attention to the technologies that can inter-

operate with wireless devices and integrate the solution inte their service offering.

Conclusions

The U.5. contenr delivery market is positioned for tremendous growth, The increase in Web
usage coupled with the delivery of contenr and applications to the edge of the netwark are
major drivers to this industry’s success. Although in 1999, solutions in this industry were
- proprietary, majority of the companies realizes the need for open standards. As a result, orga-
nizations such as the Internet Content Adaption Protocol {ICAP) and the Broadband Content
_ Delivery Forum (BCDF) were formed. ’
Market participants who wish to make an impact and improve their competitive advantage
must consider the following strategies:

o

m  Develop partnerships in order 1o strengthen competitive position
m  Targer global customers

m  Establish marketing programs aimed to educate customers

s Develop global sales channels

m  Develop products and services bascd on open standards
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Frost & Sullivan introduces this
Market Engineering consulting
report, which contains vajuable
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U.S. Internet Content Delivery Markets

infrastructure Leads Services for Content Delivery Solutions

The U.S. content delivery market is positioned for tremendous growth, The
increase in the use of the Internet coupled with delivery of content and appli-
cations to che edge of the network are driving this industry. Because this is a
relatively new technology, there is no existing Infrastructure to conform to.
Companies that can provide content delivery infrastructure are poised to gain
a significant share of the market.

This Frost & Sullivan report analyzes the drivers and restraints for the US.
internet content delivery markets. It will cover the services and infrastructure
segments. It gives you the knowledge you need to develop a strategic plan of
action, propetling your company straight to the top.

Lock of Standards Limits Growth

Because of a lack of a established infrastructure,"companies that competa in
this market have tried to offer products and services that are propriety in
nature. This made the integration of third-party platforms difficule. ©

“With the increase in applications accessed over the Internet from a variety
of devices, the need for an open, reliable, and affordable content delivery plat-
form is clear,” states the aythor responsible for this report,

In December 1999, content delivery firms and other Internet tompanies
announced their intent to create an open standards-based protoco! called
Internet Content Adoption Protocol (ICAF). “Although the organization is
still in the early stages of development standards, the body's influence is pro-
jected to make the impact of this challenge decline later in forecasted periad,”
the author says, '

Implementation of New Technologies Key to Market Share

“The products and services in this industry involve technologies that are con-
stantly developing and improving” states the author. “Companies in this space
must quickly incorparate the latest technologies in order to maintain product
and service differentiation. Failure to do so could result in product obsoles-
cence and a loss of revenues.”

This repart highlights challenges and opportunities in the emerging market for
content distribution and delivery. It analyzes tecﬁnology trends that include
dyramic caching technology, intelligent content delivery, streaming media,
sateliite technology, and integrated circuit technology. This report puts strate-
gic, up-to-the-minute marketing infermation at your company's disposal.
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Planning and Building a Data Center: How to Succeed in Today’s Competitive Internet Sarvices Market

Executive Summary

As the Internet access market matures,
internet Service Providers (ISPs) are
facing significant competiticn and chal-
lenges to profit. The businesses that wilk
succeed iIn this market must either:

Achieve the economies of scale
necessary to support a low price
business model; or

Offer added valus, typically in the
form of spectalized services such
as applications hosting to justify
a premlum price.

Both of these goals require the right
facility and management.

Many service providers are attempting

to make this fransition but lack sufficient
information on how to develop and imple-
ment a data center of such scope. This
document provides a high-level overview
of the requirements for successfully estah-
lishing and operating an internet data
center in today’s marketplace. it offers
some of the key steps that need to ba
taken, including preject definition, pre-
requisites and planning.

Meeting the

Market Challenge

Today, many service provigers are aiming
to differentiate themselves and increase
profitability by offering a range of Web-
based services targeting business
cusiomers. At the same time, the market
for outsourced Web services is growing
rapidly as small- and medium-sized busi-
nesses seek 10 migréte from traditiona!
hasting options—such as co-location—
to newer, service-focused hosting
methods, Forrester Research has
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-emergence of a new type of business
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projected that this market will grow
from $152 million at the end of 1998
to more than $5.3 biflion by 2003.

access to more diversified, complex
Web-based business services. One
such example is the Application Service
Provider or ASP. ASPs are companies that
provide services to deploy, host, manage
and rent accass 10 an appiication from

Together, these factors have led to the

provider In the Intemet marketplace.
These service providers have moved
beyond traditional Web hosting and

2

a centrally-managed facility.
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Planning and Building a Data Center:

The ability to provide more robust services
to customers raises significant new chal-
lenges for traditional service providers

in the areas of perfermance, scalability,
availability and security. Adding 1o these
challenges s the unpredictability of such 2
dynamic market. The service provider must
be able to manage, transparently defiver
and hack-up vast quantities of data for a
wide range of clients. The infrastructure
must be able to scale quickly, and when

it comes to providing more comprahensive
services {such as applications), a signifi-
cant additional investment in support and
implementation skills is required.

in order to construct a data center that
can meet the challenges of the new
market, there are three basic areas of
data center definition and develppment:

= Facilities: including building,
" security, power, air-conditioning
and room for growth

Internet connectivity: performance,
avaliabliity and scalabiiity

Value-added services and the
resources to support their delivery:
service levels, technical skills and
husiness processes

The aim is to provide customers with the
physical environment, server nardware,
netwark connectivity and technical skills
necessary to keep Internat business up
and running 24 hours a day, seven days
a week. The ability to scale is essential,
allowing businesses to upgrade easily
by adding bandwidth or server capacity
an demand.
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ltem

Standard

Netwark Monitoring

Y

Optional {chamgeable)

Sarver Monitoring

Web Server

E-mail Service

Hardware Support"

Backup?

Remota Management?

<Ll L[<[<

Web Usage Analysis/Monitoring'

Firewall

VPNs

183

<{=<f=<|<]:

Load Balancing

Y

2. A backap systerm is Jn place.

4. A starctard anshysis ool i implemenied.

Options—Nanaged Services

.

For custom solutions,  fa recommended that hartware Supp
1. The sata cenler supiplies and manages the harwarg (i s, the customiar tannot susply ddditianal hardware).

ot should only be proviced if the following conditions are mat:

3. flemole managemen! is provided va a recognized software appiication and & Wmied 10 the laciliies provided by that appiicaon,
5. Load balancing &s onty offerad ater 2 suitable Nardware solulich has been evaiualed and {psed.

Table 1: "Standard” and “Optional” Maintenance and Support

Assumptions

and Limitations

It is assumed that the reader is already
familiar with the basic business pianning
and investment requirements that must
be met when sefting up 2 data center.
Therefore, while the commercial objec-
fives in gstablishing a data center are
considered by this document, it does

not probe the specific areas of business
planning or investment. Rather, this docu-
ment assumes the reader is seeking input
on the three majar areas of data center
definition and development, namely:

Facilities: building, security, power,
air-conditioning, growth, etc.

Internet connectivity: performance,
availability, scalability etc.

« Valug-added services and the
resources to support their delivery:
service levels, techrical skills,
busingss processes, eit.

For the purposes of this document, the
report is written for a data center which
has a total floor capacity of between
1,000 and 30,000 square feet of space
and s operated by a team that speciat-
izes in facilittes management.

Service Definitions

In today"s market, it is nighly recom-
manded that an Intemet data center offer
two ditferent product levels: managed
services and co-iocation services.

Managed Services

Managed services are dedicated server
products built to a defined standard and
offering @ Common Operating Environ-
ment (COE}—standard operating system,
standard network management, standard
manitoring tools. Managed services

are monitared and maintained in-house
by the data center's own technical and
support staff, with a complete mainte-
nance and support contract. Reporting
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Planning and Building a Data Center: How to Succead in Today's Compelitive Internet Services Market

is provided 1o alert customers of any
events and to respond to any calis for
assistance from the customer.

The first step Is to develop a baseline
service definition for managed services.
This service definition specifies theé main-
tenance and support that are defined

as standard. The definition can then

be expanded to encompass "optional”

or additional maintenance and support
elemants that can be added and charged
for on an item-by-item basis.

Table 1 contains a matrix of the typical
maintenance and support elemenis that
can b supplied as a part of standard
managed service, together with a list

of possibie optional itemns.

Co-location Services

Co-location is the provision of racking
space, power and network connectivity
{frequently referred o as “power, ping

" and POP") to servers supplied by the
customers, The attraction to the provider
is that co-location offers relatively
straightforward revenue generation
against a minimal outlay. However, in
order to be effactive, co-location services
must be supplied on the following basis:

= All switches and network management
equipment for the co-focation systems
should be owned and mzanaged by the
data center

Customers are responsible for
installation and management
of the equipment in the racks

Services are governed by a cleariy
defined "Terms and Conditions
Contract” which clearly specifies the
extant to which the sarvice is being

FOR PUBLIC INSPECTION

supplied, the limitations of Fability
and the support and reporting from
the data center to the customer.

Generally spealding, providing added
manitoring services to co-location
customers is not recommended.

If additional services are requested,
they should be negotiated on a case-
by-case basis, and ful! considerafion
mus? be given to the additional skl
sets, tools and other requiremants
that may be needec.

As customers supply the equipment
found in co-location racks, cften this
eduipment is poorly sulted to the task
and a possible risk to the data center
infrastructure. An opportunity for service
providers to gain additional revenue and
stabilize any risk is to sell data center
products to their customer, specifically
products that have already been vali-
dated and deployed in other areas

of the data centar,

Advanced Services

Example: Application
Service Provision

Front office applications are ideal can-
didates for the ASP deployment model.
Most companies implementing front
office systems need to serve a geo-
graphically dispersed sakes force or
éngineen‘ng staff and must provide
reliable customer service via the Web.
The operating characteristics of these
applications place a premium en a
refiable and centralized approach

to systems managerment.

Just about any kind of application can
be delivered by an ASP. Enabling tech-
nolagy from companias such as Citrix*
GraphOn* and SCO™ allow current
applications io be leveraged in an ASP
environment. The only difference in
the application (unless it was re-written
for the Web) is that it is running on a
central server managed by the ASP as
cpposed to on the end-users desktop
or the company's server.

With oparations managed by a service
provider, companies can have the infra-
structure and skills platform they need
to deliver high levels of service to their
distributed workforce and customers.

It allows midsize companies to rapidly
daploy froni office applications and
provides a reliable computing platform
24 hours a day, seven days a wesk.

For the service provider, simply hosting
the application software remotely is only
part of the job. The ASP has to perform

a role that combines the responsibilities
of an 15P, a traditional outsource service
provider and a value added reselier (VAR)
from which you might have purchased

a non-customized software application.

In the near future, more ISPs will become
ASPs; 1SPs will pariner with software ven-
dors and VARs to offer ASP-applications
for in-house use, rather than renting them
over the Internet.

Service implementation s key. While
there are minor changes to the hardware
requirements for applications nosting,
the ability to manage customer relations,
track faults and implement change man-
agement requires specialists and solid
business processes.
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Customer expactations and requirements
need to be defined and understood.
Depending on the skills required, this

can be handied by an account manager
or technical project manager. This person
will be the focal point of contact for all
aspects of the implementation including
aanging space in a racking neighbor-
hood, requesting IP addresses and
bandwidth allocation, checking availability
of hardware and software and supervising
the configuration and testing of equip-
ment. When these steps are completed,
this person is respensible for hand-over
to the customer and the Internet data
centsr gperational environment,

Infrastructure; Layout

This section considers the building infra-
structure requirements, such as power
and lighting, that must be met in order
{e implement an Internet data center.

Building Layout

Most bulidings constructed in the last ten
years have been built with consideration
for the requirements of computers and
thalr support. However, in order to provide
state-of-the-art, scalable Internet facili-
ties, it is essential that any building
considered for the role provides:

» Raised floors to permit adequate
cabling and trunking

= Redundancy of power, such as
generator systems (and possiily
batteries) to support the core
maip supply

= Avallability of fiber-optic, high-speed
data connectivity

FOR PUBLIC INSPECTION

= Temperature control with separate
cooling zones

= Sophisticated smoks detection
and fire supprassion systems

A wide range of physical access
and securlty safeguards (swipe card
restrictions, closed circuit television
monitoring, 24%7 security and
security breach akarms)

To deliver the highest tevels of reliability,
a number of redundant subsystems

are necessary. These inciude muitiple
fiber trunks coming into the building
from multiple sources and multiple
switching and routing of data within

the building. Fully redundant power

is also required on the premises,

with multiple backup generators.

In addition, for a facility to be effective
It is essential that it be located in very
close proximity to major public and
private Internet interconnects. This
will keep interconnection overhead

to a minimum and enable the service
provider 1o remain competitive within
the premium service marketplace.

Operation

Operating a dedicated data center envi-
ronment requires a specialized team,
This should include security staff to
manage access to the building, as well
as engineers with the skills to maintain
the building infrastructure, When it
comes 1o the network infrastructure,
requirements include technical and
support specialists to bulld and support

the servers, as well as network special-

ists to deal with the routing, scaling
and data security.

Internal Layout

Floor design and fayout for housing the
senvers should be related to the targetl
market sector and price of the service.
Flor fayout is almost always a trade-off
between security, rack density, revenue
potential and manageability.

To offer a wider choice of sarvices io
meet customer requirements, while at
the same time maximizing efficiency in
cabling, It is recommended that the floor
layout be hroken down inte technical
suites and racking neighborhoods. The
major benefits of this approach are
sczling and flexibility.

Somne of the technical suites can be

kept vacant and outfitted later as the
data cenlar's capacity or number of
servers under management grows. And,
by implementing new technical sultes
onfy when needed, the decision to equip
them with racking neighberhoods, private
cages or secure vaults can be deferred,
Thase considerations are examined
moare closely below.

The Technical

Suite Concept

A technicat suite is an enclosed area

of the data center with the infrastructure
a'ready in place to provide a secure
location for hosting elther managed

or co-located customer systems,

A technical suite holds ene or mare
racking locations and provides:

= Dedicated network trunking 10
all racking neighborhoods located
within the suite

= Dedicated power and air-conditioning—
in larger suites, AC sheuld be zoned
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Bmlet‘rqs'{stam
Dgors
U

Telco
Equipment
Room

= Becurity Cemera

Security Camera

Figure 1; Typical Technical Sufte "Secure Vault”

« Suspended floors and cellings for
additional cahle access

Lighting, fire protection and security is
provided to a standard specification in
gach suite. Access 10 technical suites
can be restricted via security access
controis such as swipe cards.

in addition, each techinical suite will norm-
ally be designated as either an area for
managed or to-location systems, since
each has potentlally different racking
layouts anct power requirements. With
managed services, all racking space,
servers and conhectivity are supplied to
the customer. With co-location services,
only the racking space, power and connec-
tivity are provided. Co-location customers
narmally supply their own servers.

Secure Vaults

The use of technical suites allows the
development and incorporation of secure
vaults within the data center environ-
ment, if necessary. Essentialiy, a secure
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vault is a technical suite designed to
provide far higher levels of client and
gata security than a “standard” technical
suite. A typical secure vault is shown

in Figure 1.

Racking Neighborhoods

Racking neighborhoods are generally
located within a technical suite and
comprise ong or more flocr-mounted
racks capable of supporting a number

" of hosting servers. Each neighborhocd

within a technical suite provides:

= Dedicated network switching from the
technical suite network trunking to the
servers mounted in the neighborhood

= Dedicated power distribution to all
racks within the neighberhood

» Localized alr conditioning

= Securs, key lock access te indvidual
racks within the neighborhood

Private Cages

Neighborhood racks can be optionalfy
located in a secure private cage within
a technical suite. A cage offers higher
securlty than a standard neighborhood
because access is required to the cage
as well as the racks it contains. Cages
are more sconomical for the service
provider than going io the expense

of setting up secure vaults.

Neighborhood racks offer the most
economical use of the available space.
Racking space can be rented out either
as a whale or in part,

When rented as a whole, cne racking unit
is used per customer. This altows all of the
customer's primary servers fo be lgcated
together in one rack, with their backup
servers located in another dedicated rack
within another neighborhood, Renting
neighborhood racks in part aliows smaller
customers to economize by paying only
for the space they actualiy need to host
their servers. This approach requires
deploying mixed customers per rack.

Technical Suite  Servers /10,000 sg. ft {max)  Racks / 10,000 sq. ft ([max}

Managed 1500t

400

Co-location NAAY

400

*Based on 375 servers per 1ack—lubure aovances 1 figh densily server design and lachiology shied! sirdicanty borese 1hG rati

Depenaent ont the ipe ol Syskems fo e Mosier’

Table 2: Server and Rack Capacity per Floor.

6
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Center Capacity

Total server capacity depends on the
type and size of systems accormmodated
in each techrical suite and the size of
each technical suite. With space held at
such a high premium in the data center,
it is important to note that highest
density, rack-mount systems will offer
the service pravider better sconomies.
Table 2 shows typical capacity based on
10,000 square feet of floor space.

Facility

The building service infrastructure
includes power, security, fire control
and air conditioning. Based on today's
market requirements, recommendations
can be made in each area.

Power Specification

Main power to an Internet data center
should be supplied by the regicnal
electric power utility. To reduce reliance
on ane feed, which would present a
single point of failure to the business,
separate feeds into the building are
recommendad. Once inside the building,
the power should be distributed via at
least two means to the individual tech-
nical suites and other protected areas.
This will again prevent any singie point
of failure in the power supply from
adversely affecting the business. Cne
option is using two separataly fed, UPS-
protected sets of circuits in each room
and power from hoth at sach rack.

Advances in server technology are
creating more powertul and compagt
units that consume maore power. This
means the factlity must be constructed
to deliver more power In the future, It is
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strongly recommended that a minimum
of 300W per square meter be provided
1o all technical suites, with the caveat
that this requirement could be signifi-
cantly higher if the density of servers
exceeds that outlined in Tabie 2.

Power supplied to each area should be
terminated in a main distribution panel.
Idealty, each area has power distribation
units (PDUs) within each technical suite.

These PDUs provide individual power
to each rack within a suite through an
individually switched and fused supply.
Each rack can draw an average of 6
arhps, with a maximum rating of 20
amps. Special conglderation must be
given to customers who have special
power requirements such as additional
sockets or DC suppties.

Resilience

Higher service levels can be offered
when there are a number of sources.
Competing hosting companies differ-
entiate themseives on the quality of
their power resilience. As a minimum,
two-fold resilience should be provided
in the form of:

= Uninterruptible power supply (UPS)
to each area or neighborhood. This
inctudes a recommended minlmum
(or eguivalent) of 800 Kva capacity
supplying 3 phase 240v AC to each
neighborhood and a UPS battery run
time of several minutes. The longer
the run time, the greater confldence
customers will have In power avail-
ability. Run time shouid at least equal
the time It takes to bring the genera-
tors on line,

» [iesel generator backup configured
to start avtomatically within seconds
atter a main power source failure to
provide power to all relevant services.
The generator should be running at fult
Joad within the UPS battery run time.
Diese! fuel must be readily available
on-site for continuous generator run-
ni-ng over several hours and available
off-gite for continuous running over
severat days as a contingency. On-
site storage tanks should be capable
of being filled while the generators
are running.

Building Securily
and Access Control

Building and netwark security is a highly
visible component of service and very
important to customers. With that in
mind, a robust security policy supported
by a workable set of procadures, skills
and tools is essential.

The security policy is reguired to manage
access to the data center and monitor
activity within the bullding. This activity

is normally needed 24 hours a day, every
day of the year. This should be supported,
where required, by the use of closed-
circuit television (CCTV) to monitor the
exterior of the data center and also the
covmidors and technical suites within

the building.

Physical access to technical suites and
other areas of the building should be con-
trolled and menitored on an ongoing basis,
preferably by a swipe card facility to main-
tain and control access to restricted areas.

FCC2A000000983



¥ .

Planning and Buiiding a Data Center: How to Succeed in Today's Competitive Internetl Services Market

All staff joining the data center should

ba security screened and subject to the
sarme access controls as visitors to the
buitding—including swipe card access.

Fire Control

it is cruciat that the building be protected
by a fully autornated fire detection and
suppression system. These systems are
typically zoned throughout the building
and linked into a battery backup system.
An idaal system would provide auto-
mated detection, announcement and
control of a fire condition before damage
occurs, A manual override to the system
is recammended.

All technical suites should be equipped
with FM200 (or equivalent) gaseous ex-
tinguishing systerns. These systems are
designed to provide rapid discharge and
flarme suppression in tha event of a fire,
This minimizes the damage 1o equipment
and reduces danger 1o personnel. The
chemical deploys after a 30-second
countdown and slows the fire by prevent-
ing combustion,

Air Conditioning

Equipment perfarmance and Kfe span

can be significantly improved by housing
the system under optimum environmental
conditions. Typically, this should be around
a constant 68° F, plus of minus 3° F, with
humidity at a constant 45%-50%. Cooling
units should be placed over walkways or
hallways, never over racks,

Staff Facilities

Considerations need to be given to the
provision of staff facillies. Many of the
personnel working at the data center will
be required to work on shift, be on calt or
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put in longer than average hours. Itis
therefore recommendad that staff shoutd

agernent of bandwidth in the facility.
Products such as caching techwiologies,
be provided with a rest area away from the load balancers and switches shauld be
main technical sultes, including a kitchen
facllity, Overnight secure parking is recom-
mended for an-cail staff who may not be
able 1o rely on public trangportation.

reviewed and deployed.

Typically, fibar cable running over multiple
SDH rings and dark fiber ducts enters the
data center at both ends of the building.
Ideally, the cables will come from compet-
ing Telcos and different Telco exchanges.
itis then distributed throughout the building
using data risers at opposite ends of the
structure, This enhances the resilience of
the telecom network infrastructure. Data
access should also offer multiple connec-
ticns to the Internet—such as nodes on
the ISP’s network.

Systems Infrastructure

Designing network access inta the data
center requires significant commercial
and competitive consideration—greater
resilience is gained by having muttiple
carriers (Teleo & ISP). The cost of band-
width is a major driver for investing in
products thet allow more efficient man-

Designed to accelerate and improve the overall performance of the data center,
Intel offers the foliowing products:

Intel® NetStructure™ 1500 Cache Appliance .
This Internet Caching Appiiance Is designed to enable caching solutions that can sig-
nificantly alleviate bandwidth constraints, improve access and boost Iniernet performance.

Intel® NetStructure™ 7110 e-Commerce Accelarator
This drop-in, scalabla appliance processes up to 200 secure cps, improving Web
site perfornance by up to 50 times by offioading encryption processing,

Intel* NetStructure™ 7170 Traffic Director : .
This advanced Layer 4-7 traffic management and load balancing solution enables
pricrity error-free service levels 1o be set for-specific customers or URLs for improved
site parformance,

Intel®* NetStructure™ 7190 Multi-site Director

This comprehensive traffic management solufion offers a choice of efficient traffic routing
methods so that requests may be sent to the fastest-responding site or ta the best site
for optimal performance, .

7170 Traffic
Director

7110 e-Commerce
. Accalorators
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